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Domestic legislation

1 Domestic law 

Identify your jurisdiction’s money laundering and anti-money 
laundering (AML) laws and regulations. Describe the main 
elements of these laws.

Law 25,246, enacted in 2000, was the first to regulate both criminal money 
laundering (by means of inclusions of specific money laundering and ter-
rorism financing offences in the Argentine Criminal Code (ACC) and anti-
money laundering provisions.

Law 25,246 has been amended several times, most importantly in 
2011 by Law 26,683, which, apart from several changes to the anti-money 
laundering sections of the law, included a new chapter to the ACC called 
‘Crimes against the Economic and Financial Order’, where money laun-
dering is included among other financial crimes.

Regarding money laundering, section 303 states that the offence of 
money laundering shall be committed when a person:

converts, transfers, administrates, sells, encumbers, disguises or in 
any other way introduces into the market assets which proceed from 
a criminally illicit act, with the possible consequence that the origin 
of said original or any subsequent assets acquires the appearance of 
legal origin.

This section also penalises the person who receives money or other assets 
from the commission of a crime in order to apply them in any of the 
described transactions.

Section 304, in turn, sets forth specific sanctions for cases in which 
money laundering was committed on behalf, with the intervention or to 
the benefit of a legal entity.

As for anti-money laundering, Law 25,246, as amended, sets forth a list 
of ‘compelled subjects’ (which involve both public and private entities, as 
well as natural persons) that are obligated to, among other duties, inform 
suspicious operations to the Financial Information Unit (UIF).

These compelled subjects have three main obligations:
• know-your-client (KYC);
• to report suspicious operations to the UIF; and
• no tipping-off.

Money laundering

2 Criminal enforcement

Which government entities enforce your jurisdiction’s money 
laundering laws?

The ACC is a national law applicable to the entire Argentine 
territory. The enactment of the ACC is an authority specifically delegated 
by the provinces to the national government in the national Constitution, 
and thus the provinces cannot issue regulations that supersede it. Thus, 
money laundering is only criminalised at a national level.

This notwithstanding, enforcement of the ACC and prosecution of 
any crimes set forth therein is, with some specific exceptions, the compe-
tence of each province’s judicial system. Regarding money laundering, this 
crime is not subject to federal jurisdiction and thus is prosecuted locally.

3 Defendants

Can both natural and legal persons be prosecuted for money 
laundering?

Section 303 is only applicable to offences committed by natural persons. 
However, section 304 states that when the crimes have been performed 
on behalf, with the intervention, or in benefit of legal persons, then the 
entity shall be subject to the alternative or joint application of the following 
sanctions:
• a fine of two to 10 times the value of the involved assets;
• a total or partial suspension of activities, which may not exceed  

10 years;
• suspension of participating in bidding processes for public works or 

services or any other activity related to the national state, for a period 
that shall not exceed 10 years;

• cancellation of the legal entity when it has been created solely to the 
effect of committing the crimes, or when the commission of such 
crimes is its main corporate object;

• loss or suspension of any state benefits; and
• publication of an extract of the verdict at the expense of the legal 

entity.

It is important to point out that according to section 304, when applying 
these sanctions, judges must take into account the lack of compliance of 
internal rules and procedures, omission of vigilance over the activity of 
the perpetrators, the extent of the damage caused, the amount of money 
involved in the commission of the crime and the size, nature and economic 
capacity of the legal entity.

4 The offence of money laundering

What constitutes money laundering?

According to section 303 of the ACC, a person shall be deemed to have 
committed the crime of money laundering if he or she:

converts, transfers, administrates, sells, encumbers, disguises or in 
any other way introduces into the market, assets that proceed from a 
criminally illicit act, with the possible consequence that the origin of 
said original or any subsequent assets acquires the appearance of legal 
origin.

Section 304 of the ACC sets forth that if any of the crimes described in sec-
tion 303 have been performed to the benefit of, or with the intervention of, 
any legal entity, then penalties shall be applied to the entity as well.

As for liability standards, under the ACC, money laundering can only 
be committed through wilful misconduct – it is not a crime that can be com-
mitted through negligence.

Finally, it is worth pointing out that only the perpetrators of the crime 
can be prosecuted for money laundering; any entities used for the commis-
sion of the crime (such as banks, stockbrokers, etc) that did not take part in 
the money laundering manoeuvre, cannot be subject to criminal prosecu-
tion, notwithstanding any administrative fines or penalties that may apply 
if they have failed to comply with any of their AML obligations.
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5 Qualifying assets and transactions 

Is there any limitation on the types of assets or transactions 
that can form the basis of a money laundering offence?

There is no limitation on the types of assets or transactions that can form 
the basis of a money laundering offence, as long as these transactions can 
be categorised as one of the classes listed in section 303.

Monetary thresholds only affect the penalties applicable to the com-
mission of the money laundering crime; if the money laundering offence 
exceeds 300,000 Argentinian pesos, then the penalty shall be between 
three and 10 years of imprisonment and a fine of two to 10 times the 
amount of the operation, whereas if the amount of the offence does not 
exceed said threshold then the sanction shall be between six months and 
three years of imprisonment.

6 Predicate offences 

Generally, what constitute predicate offences?

Pursuant to Argentine law, any ‘criminally illicit act’ can be deemed a 
‘predicate offence’ for money laundering. Violations of tax or currency 
exchange laws may amount to criminal offences in certain cases and, 
as such, can also serve as predicate offences for money laundering. It is 
important to point out that since the last reform, money laundering is an 
independent crime; it was previously regulated under the figure of conceal-
ment (and thus depended on the predicate offence).

As for predicate offences committed abroad, section 303 sub- 
section 5 sets forth that the penalties established in section 303 shall be 
applicable even when the predicate offence was committed outside the 
ACC’s sphere of application, provided that the predicate offence is also 
sanctioned as a crime in accordance to the laws of the place where such a 
crime was committed.

This notwithstanding, it is important to point out that Law 25,246 sets 
forth that the FIU shall be in charge of the analysis, treatment and trans-
mission of information in order to prevent the commission of money laun-
dering crimes preferably (and thus, not exclusively) from the following 
offences: 
• crimes related to drug sales and trafficking;
• weapon and drug smuggling;
• crimes related to the activities of an aggravated illicit organisation 

(section 210-bis of the ACC), or a terrorist organisation;
• crimes committed by illicit organisations formed in order to commit 

crimes for political or racial motives;
• fraud related to public administration;
• bribery, trafficking of influence, embezzling of public funds and illicit 

remuneration to public officers;
• child prostitution and child pornography;
• terrorism financing;
• extortion;
• crimes set forth in the criminal tax regime (eg, tax evasion); and
• human trafficking.

7 Defences 

Are there any codified or common law defences to charges of 
money laundering?

Argentine law does not provide for any codified or common law defences 
to charges of money laundering.

8 Resolutions and sanctions

What is the range of outcomes in criminal money laundering 
cases?

The penalties for money laundering are:
• when the assets involved are valued at least 300,000 Argentinian 

pesos, three to 10 years’ imprisonment and a fine of two to 10 times 
the amount of the assets involved;

• the scale of penalties stated in the first bullet point is increased by a 
third of its maximum and half of its minimum amount if:
• the perpetrator performs the act habitually or as part of an asso-

ciation or group formed for the purpose of continually committing 
these types of crimes; or

• the perpetrator is a public officer who committed the crime in the 
exercise of or due to his or her role. In this case, the public officer 
shall also be disqualified from public office from three to 10 years. 
In addition, any person who committed this crime in exercise of 
any profession that requires special qualification shall also be dis-
qualified for the same amount of time; and

• if the assets are valued at less than 300,000 Argentinian pesos, then 
the prison penalty scale shall be between six months and three years.

In addition, the person who receives money or other assets that proceed 
from a criminally illicit act in order to apply them to a money laundering 
scheme shall be sanctioned with imprisonment of between six months and 
three years.

It is important to point out that the Argentine criminal system does not 
allow for prosecutorial discretion and, thus, prosecutors are not empow-
ered to bring forward plea bargains, strike deals or any kind of settlements 
with the defendant.

This notwithstanding, the ACC regulates a procedure called a 
‘suspension of trial’, which is only applicable for cases in which the 
maximum sanction does not exceed imprisonment for three years 
(and thus would only be applicable to certain money laundering 
cases, such as money laundering of assets valued at less than 300,000 
Argentinian pesos or the acts committed by a person who receives 
assets from a third party to apply them to a money laundering 
scheme).

This suspension of trial has to be requested by the defendant, who 
must offer to undertake reparation of any damages (without it either 
implying confession or causing any effects in a civil liability procedure). 
The public prosecutor must consent to this request, and if the judge finds 
the request reasonable he or she can suspend the trial for between one and 
three years. In the resolution granting the suspension, the judge shall set 
forth the behaviour rules with which the defendant must comply during 
the suspension period.

If the crime for which the defendant is being taken to trial involves the 
penalty of a fine, the defendant shall have to pay the minimum fine in order 
to obtain this benefit.

If, during the period of suspension, the defendant does not commit 
any crimes, repairs the damages as offered and complies with all the behav-
ioural rules set forth by court, the criminal action shall be extinguished.

9 Forfeiture 

Describe any related asset freezing, forfeiture, disgorgement 
and victim compensation laws.

Section 305 of the ACC sets forth that judges can issue any preventive 
measures necessary to ensure the custody, administration, conservation, 
foreclosure or sale of assets that are instruments, products or proceeds or 
are related to money laundering crimes.

Additionally, in money laundering operations, and even without the 
need for a criminal conviction, all assets of a proven illicit origin, or related 
to an illicit material event, shall be forfeited when the defendant cannot 
be brought to trial due to his or her death or escape, expiration of the stat-
ute of limitations or any other reason of suspension or termination of the 
criminal enforcement action, or the defendant has acknowledged the illicit 
origin or use of the assets.

All forfeited assets must be used to repair the damages caused to soci-
ety, the specific victim or the national state.

There are no specific regulations regarding asset freezing for money 
laundering operations, the legal framework only provides for asset freezing 
in connection with counter-terrorism financing.

10 Limitation periods

What are the limitation periods governing money laundering 
prosecutions?

Money laundering prosecutions are subject to the general rules of termina-
tion of the criminal action set forth in the ACC.

In that connection, section 59 of the ACC sets forth the reasons for 
which a criminal action can be extinguished, the following being applica-
ble to money laundering:
• death of the defendant;
• amnesty; and
• expiration of the statute of limitations.
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As for the statute of limitations, section 62 subsection 2 states that the stat-
ute of limitations for crimes with imprisonment penalties is the maximum 
duration of the penalty, provided that the term cannot exceed 12 years 
nor be shorter than two years. Therefore, the statute of limitations for the 
offence of money laundering shall depend on which money laundering 
crime the defendant allegedly committed.

11 Extraterritorial reach 

Do your jurisdiction’s money laundering laws have 
extraterritorial reach?

The ACC mainly follows the territoriality principle, that is, it applies to all 
crimes committed in Argentina, without distinguishing whether the crimi-
nal perpetrators are Argentine nationals or residents.

This general principle notwithstanding, section 1 of the ACC sets forth 
two exceptions to the territoriality rule: it shall be applicable to any crimes 
whose ‘effects must be produced in the territory of Argentina’ and it also 
applies to ‘crimes committed abroad by agents or employees of Argentine 
authorities while performing their duties’.

AML requirements for covered institutions and individuals

12 Enforcement and regulation 

Which government entities enforce your jurisdiction’s AML 
regime and regulate covered institutions and persons? Do the 
AML rules provide for ongoing and periodic assessments of 
covered institutions and persons?

Pursuant to the AML Law, the UIF is the entity that enforces the AML 
regime and issues the regulations applicable to covered institutions and 
persons (‘compelled subjects’ in the terms of the AML Law). The UIF 
has support from several public entities and agencies (some of which 
are compelled subjects themselves), of which the most important are 
the Ministry of Foreign Affairs, the Ministry of the Interior, the Central 
Bank of Argentina, federal tax authorities, public registries of commerce, 
the Securities Exchange Commission, the National Superintendence of 
Insurance, general inspection of corporations, the Superintendence of 
Financial and Exchange Entities, public registries of real property and 
national law enforcement authorities. Most of these agencies participate in 
AML enforcement and can also issue specific procedural regulations appli-
cable to the entities they supervise, but the regulations issued by the UIF 
shall always prevail.

13 Covered institutions and persons

Which institutions and persons must carry out AML measures?

The institutions and persons that must carry out AML measures, set out in 
section 20 of the AML Law, are:
• financial institutions;
• exchange houses and any persons or legal entities authorised by the 

Central Bank to operate in currency exchange;
• persons or legal entities that exploit gambling games;
• stock agents, managing entities of investments funds, agents of the 

open electronic market and any intermediaries in the purchase, rent or 
lending of securities that operate under the scope of an exchange;

• brokers registered in the futures and option markets;
• public registries of commerce, agencies of control of legal entities, real 

estate property registries, property registries of motor vehicles, pledge 
registries, boat ownership registries and aircraft registries;

• persons or legal entities dedicated to the trading of works of art, 
antiques or other luxury items, stamps or coin investments or to the 
export, import, manufacturing or industrialisation of jewellery or 
goods with precious metals or stones;

• insurance companies;
• companies that issue travellers’ cheques, operators of credit or pur-

chase cards;
• companies dedicated to cash-in-transit services;
• companies that exploit postal services that perform wires or transport 

of money;
• public notaries;
• capitalisation or savings entities;
• customs brokers;

• the Central Bank of Argentina, the federal tax authorities, the National 
Superintendence of Insurance, the Securities Exchange Commission, 
the General Inspection of Justice, the National Institute for 
Associations and Social Economy, and the National Antitrust Court;

• insurance producers, consultants, agents, brokers, assessors and loss 
adjusters;

• licensed professionals whose activities are regulated by professional 
councils of economic sciences;

• legal entities that receive donations or contributions from third 
parties;

• licensed real estate agents or brokers and entities whose corporate 
object is real estate brokerage, owned by or administrated exclusively 
by licensed real estate agents or brokers;

• persons or legal entities whose usual activity is the sale or acquisition 
of cars, trucks, motorcycles, buses and microbuses, tractors, agricul-
tural machinery, road machinery, boats, yachts and the like, aero-
planes and aerodynes;

• persons or legal entities that act as trustees, and persons or legal enti-
ties that own or are affiliated with trust accounts, trustors and trustees 
in connection with trust agreements; and

• legal entities that organise and regulate professional sporting 
activities.

The UIF has issued resolutions regarding the obligations of each of these 
categories of persons and entities, which in some cases set forth cer-
tain additional requirements to qualify as a compelled subject (eg, for 
the cases of entities that receive donations or contributions from a third 
party, Resolution 30/2011 sets forth that for such entities to be obligated to 
have an AML programme they must receive donations of at least 50,000 
Argentinian pesos).

14 Compliance

Do the AML laws in your jurisdiction require covered 
institutions and persons to implement AML compliance 
programmes? What are the required elements of such 
programmes?

Covered institutions must implement measures and policies to prevent 
money laundering and terrorism financing that are covered in the specific 
UIF resolutions for each class of compelled subjects. In general, the AML 
compliance programme includes:
• know-your-client procedures, both at the beginning and throughout 

the commercial relationship with the client;
• the issuance of an AML manual, which must be known by all employ-

ees, kept constantly updated and available to the UIF at any time;
• for those compelled subjects that are organised as legal entities, the 

appointment of a compliance officer, who must be a member of the 
senior management of the entity (a member of the board, in the case 
of corporations);

• for certain types of compelled subjects, Resolution 70/2011 sets forth 
the obligation to perform systematic monthly reports based on objec-
tive parameters (eg, casinos and other entities that exploit gambling 
games must report on a monthly basis all prizes granted of over 
50,000 Argentinian pesos, irrespective of whether said operations are 
suspicious or not);

• training of all employees on their AML obligations, which must be per-
formed on a regular basis;

• certain compelled subjects are obligated to perform internal audits on 
their AML policies and procedures; and

• implementation of technological tools to enable successful implemen-
tation of the AML control programme.

In addition, the UIF Resolutions sometimes set forth specific requirements 
for the AML compliance programme for a particular type of compelled 
subject (eg, casinos must have a record of prizes granted above 50,000 
Argentinian pesos).
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15 Breach of AML requirements

What constitutes breach of AML duties imposed by the law?

The AML law mainly sets forth three types of breaches to AML duties:
• failure to report a suspicious operation;
• breach of one of the ‘formal’ obligations of the AML Law (eg, failure to 

issue an AML policies and procedures manual); and
• breach of the confidentiality or a ‘no tipping-off ’ obligation.

See question 20 for the sanctions for breaching any of the obligations 
referred to above.

16 Customer and business partner due diligence

Describe due diligence requirements in your jurisdiction’s 
AML regime.

Specific due diligence requirements for clients are set forth in each UIF 
Resolution, and vary from compelled subject to compelled subject. This 
notwithstanding, all UIF Resolutions set forth certain common due 
diligence requirements, such as that at the start of the commercial rela-
tionship of the client, the compelled subject must identify the clients 
by requesting the information stated in the applicable UIF Resolution, 
which generally includes, for natural persons, personal information such 
as full name, address, tax registration number, etc, and for legal enti-
ties, certified copies of by-laws, appointment of representatives, contact 
information and certain personal information of the representatives or  
attorneys-in-fact who will have contact with the compelled subject.

Legal entities also have to identify the beneficial owners, which are 
defined as those individuals that have at least 20 per cent of the capital or 
rights to vote of the entity or through other means exercise final, indirect or 
direct control of such entity. For both types of clients, the UIF Resolutions 
generally require the compelled subject to obtain sworn statements both 
of the origin of funds and the condition of the politically exposed person 
of the client or its representative. As for clients who are also compelled 
subjects, they must present a copy of their registration before the UIF and 
a sworn statement regarding AML compliance. Additionally, compelled 
subjects must verify that the client is not included in the list of terrorists 
published by the UN’s Security Council. These client files must be kept 
updated throughout the entire relationship with the client.

In addition, certain compelled subjects have the obligation to set up 
a ‘client profile’ (a kind of enhanced due diligence) for clients who hire a 
specific product or surpass a legally established monetary threshold; in 
these cases, they must request information and documents regarding the 
client’s economic, financial, asset and fiscal situation in order to establish 
an annual amount of the usual operations performed by that client.

It is worth noting that the Argentine Central Bank, through 
Communication ‘A’ 5.612, set forth that banks, financial entities and other 
entities subject to the Central Bank’s control must end the relationship 
with any client within 150 days if they are unable to fulfil their KYC require-
ments regarding said client.

17 High-risk categories of customers, business partners and 
transactions

Do your jurisdiction’s AML rules require that covered 
institutions and persons conduct risk-based analyses? Which 
high-risk categories are specified?

Pursuant to the Argentine AML regulations, covered institutions and per-
sons must conduct risk-based analyses. The risk-based approach is specifi-
cally highlighted in the UIF Resolution applicable to financial institutions 
and exchange agencies, which have an obligation to set up risk manage-
ment policies.

As for the different categories of increased risk, the UIF Resolutions 
set forth that compelled subjects must pay special attention to the risk 
entailed in transactions with tax havens and operations with countries the 
Financial Action Task Force (FATF) deems as ‘non-cooperative’. The UIF 
resolutions also establish that when there are elements that may lead a 
compelled subject to suppose that the clients are not acting on their own 
behalf, then it needs to take special measures to determine the identity of 
the client and perform the applicable know-your-client procedures.

In addition, pursuant to UIF Resolution 11/2011, compelled subjects 
must request from all their clients a sworn statement regarding their con-
dition as a ‘politically exposed person’ (PEP). Under Argentine law, the 

categories of a PEP can be divided into two large groups: foreign PEPs, 
which are certain foreign officials and their spouses, children, parents and 
‘close friends’; and local PEPs, which are certain local officials and their 
spouses, children and parents. Regarding foreign PEPs, compelled sub-
jects must obtain prior approval from their compliance officer in order to 
accept them as clients, reinforce all measures aimed at determining the 
origin of the funds and carry out a closer, continuous monitoring of the 
commercial relationship. As for local PEPs, after having identified them, 
in principle compelled subjects are not obligated to carry out any specific 
measures unless they understand that dealing with said client entails a spe-
cific, higher risk.

As well, pursuant to UIF Resolution 300/2014, the UIF has set forth 
that certain compelled subjects must pay special attention to the risks that 
operations performed with ‘virtual currency’ entail, and must set up a rein-
forced monitoring process for these operations. Pursuant to the UIF, ‘vir-
tual currency’ is the digital representation of value which may be subject to 
online trade and performs the function of a means of exchange, a unit of 
counting or a reserve of value, but that is not of legal tender nor issued or 
guaranteed by any country or jurisdiction. 

18 Record-keeping and reporting requirements 

Describe the record-keeping and reporting requirements for 
covered institutions and persons.

Compelled subjects must report all suspicious operations to the UIF. 
Pursuant to the AML Law, a ‘suspicious operation’ is:

any transactions, which in accordance with the customs and uses of 
the applicable activity, as well as the experience and training of the 
persons obligated to inform, are unusual, without economic or legal 
justification or with an unusual or unjustified complexity, regardless 
of whether they are performed in an isolated way or repeatedly.

The UIF, on the other hand, in its regulations uses two types of definitions: 
‘unusual operations’, defined as:

those attempted or performed operations, whether isolated or 
repeated, which do not have economic and/or legal justification, do 
not correspond with the usual market practices and customs, due to 
their frequency, regularity, amount, complexity, nature and/or par-
ticular characteristics.

The other is ‘suspicious operations’, which are:

those attempted or performed operations which, after being identified 
as unusual, after the analysis and evaluation performed by the com-
pelled subject, do not correspond to the licit activities declared by the 
client or there are doubts on the authenticity, truthfulness or coherence 
with the documents filed by the clients, generating a suspicion of money 
laundering, or, even when they are operations related to licit activities, 
there is a suspicion that they are related or are to be applied to finance 
terrorism.

Consequently, compelled subjects must identify all ‘unusual operations’, 
and are granted a 150-day period from the date the operation was per-
formed to duly analyse and investigate if the unusual operation is a suspi-
cious operation or not. The UIF regulations applicable to each compelled 
subject set forth the obligation to keep internal records of all detected unu-
sual operations (identifying, if applicable, which operations were deemed 
suspicious and thus reported), with sufficient information to enable the 
reconstruction of the operation. Resolution UIF 3/2014, in addition, 
sets forth that once the compelled subject has determined that an unu-
sual operation is suspicious, it should report it within 30 days (unless the  
150-day period ends before such 30 days).

Finally, compelled subjects must keep all records for at least 10 years.

19 Privacy laws 

Describe any privacy laws that affect record-keeping 
requirements, due diligence efforts and information sharing.

Pursuant to section 14 of the AML Law, the UIF can request information 
from any public entity, agency, private legal entity or person, all of which 
are obligated to provide such information in the terms set forth in the 
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request. In addition, when the UIF is investigating a report of suspicious 
operation, compelled subjects must collaborate and cannot allege against 
the UIF, any bank, fiscal, stock market, professional secrecy or any contrac-
tual confidentiality agreement.

20 Resolutions and sanctions 

What is the range of outcomes in AML controversies? What are 
the possible sanctions for breach of AML laws?

The range of outcomes is:
• failure to report an operation is sanctioned with a fine of one to 10 

times the amount of the operation, or, if the amount of the operations 
cannot be determined, from 10,000 to 100,000 Argentinian pesos; 
and

• as for the breach of one of the formal obligations of the AML Law (eg, 
failure to issue an AML policies and procedures manual), since the 
AML Law does not clearly set forth the penalty, the UIF uses the scale 
of fines applicable to operation of an indeterminate amount.

In both cases, the fines are applied (on an accumulative basis) to the com-
pliance officer and the legal entity where the compliance officer performed 
its duties. The members of the administrative body of the entity are joint 
and severally liable for the entities fine. These sanctions are first imposed 
through an administrative investigation and procedure held before the UIF 
and are appealable to the administrative law courts (that is, they are not of 
a criminal nature).

The only AML obligation that is of a criminal nature and involves a 
prison sentence is a breach of the confidentiality or ‘no tipping-off ’ obliga-
tion, which is sanctioned with prison for a period of between six months 
and three years.

21 Limitation periods 

What are the limitation periods governing AML matters?

After the enactment of Law 26,683, the statute of limitations for both fail-
ure to report an operation and breach of a formal obligation is of five years 
from the date of the breach.

The statute of limitations for breach of the ‘no tipping-off ’ obligation 
is determined pursuant to the rules of the general criminal statute of limita-
tions rules (see question 10).

22 Extraterritoriality

Do your jurisdiction’s AML laws have extraterritorial reach?

The Argentine AML Law does not have an extraterritorial reach; it is only 
applicable to persons and entities located in Argentina. However, it is 
worth pointing out that the local AML Law does apply to any subsidiaries 
or branches of foreign entities registered in Argentina.

Civil claims

23 Civil claims and private enforcement

Enumerate and describe the required elements of a civil claim 
or private right of action against money launderers and covered 
institutions and persons in breach of AML laws.

Regarding money launderers and breaches by compelled subjects, there 
are no specific regulations for bringing forth a civil claim. Therefore, the 
general rules of civil liability apply, namely:
• a breach of either a legal or contractual obligation (illicit act);
• the existence of actual damage;
• sufficient causal relationship between the illicit act and the damage; 

and
• negligence or wilful misconduct on the part of the damaging party.

In addition, it is necessary to point out that since civil liability is of an 
indemnificatory nature, it necessarily requires the existence of damage 
to a certain person (and only the said damaged person may bring forth a 
claim), whereas criminal liability requires the subject to have performed 
the specific act described in the law, irrespective of whether any repairable 
damages have been caused.

Also, criminal liability is held to a much higher standard. The act may 
not qualify as money laundering in accordance with the ACC, but if the 
four rules for civil liability are met, there could be an adverse ruling under 
civil law. In that sense, sections 1101 to 1003 of the Civil Code state that:
• if the criminal action was initiated before the civil action, there shall 

not be any ruling in the civil procedure before the criminal ruling (with 
the exception of death or absence of the accused, in which case the 
criminal action shall not continue but the civil procedure may); and

• if a defendant is found guilty in the criminal proceeding, then the 
existence of the main event and the guilt of the defendant shall be 
deemed proven in the civil case, whereas, if the defendant is found not 
guilty, then the existence of the main event over which the verdict was 
given cannot be alleged in the civil trial.

Regarding AML compliance liability, it is important to point out that the 
Argentine AML Law does include a safe harbour provision, which states 
that compliance in good faith of the obligation to report a suspicious opera-
tion cannot result in any liability of any kind for the informer.

International anti-money laundering efforts

24 Supranational

List your jurisdiction’s memberships of supranational 
organisations that address money laundering.

Argentina is a full member of both the FATF and the Financial Action Task 
Force on Money Laundering in South America (GAFISUD). In addition, the 
UIF is a member of the Egmont Group.

25 Anti-money laundering assessments

Give details of any assessments of your jurisdiction’s money 
laundering regime conducted by virtue of your membership of 
supranational organisations.

The FATF and GAFISUD released a mutual evaluation report on Argentina 
on 22 October 2010. This was the FATF’s third mutual evaluation of 
Argentina (and the second performed jointly with GAFISUD). According 
to the 2010 report Argentina ‘has not made adequate progress’ in address-
ing a number of deficiencies identified at the time of the last report (final-
ised in June 2004). 

In October 2014, the FATF stated that Argentina ‘has established the 
legal and regulatory framework to meet its commitments in its action plan 
regarding the strategic deficiencies that the FATF had identified in June 
2011. Argentina is therefore no longer subject to the FATF’s monitoring 
process under its ongoing global AML/CFT compliance process. Argentina 
will work with the FATF and GAFISUD as it continues to address the full 
range of AML/CFT issues identified in its mutual evaluation report.’

26 FIUs

Give details of your jurisdiction’s Financial Intelligence Unit 
(FIU).

The UIF was created by the AML law in 2001, and it is a member of the 
Egmont Group. Its president is Jose Alberto Sbatella.

The contact details are:

Cerrito 264, 3rd floor
Buenos Aires 
Argentina
Tel: +54 11 5173 5981 / 89
Fax: +54 11 4384 5981 / 90
www.uif.gov.ar
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27 Mutual legal assistance

In which circumstances will your jurisdiction provide 
mutual legal assistance with respect to money laundering 
investigations? What are your jurisdiction’s policies and 
procedures with respect to requests from foreign countries for 
identifying, freezing and seizing assets?

The exchange of information between the UIF, the Central Bank, the 
Superintendence of Insurance and the Securities Exchange Commission 
and similar entities from other countries is regulated by UIF Resolution 
30/2013. This Resolution mainly states that all requests for information 
shall be centralised by the UIF.

As for cooperation with other countries, the UIF has signed memo-
randa of understanding for the exchange of information with Albania, 
Australia, Belgium, Bolivia, Brazil, Canada, Chile, Colombia, Ecuador, 
El Salvador, France, Greece, Guatemala, Honduras, Israel, Japan, 
Macedonia, Mexico, the Netherlands Antilles, Panama, Paraguay, Peru, 
Poland, Portugal, Romania, Russia, Serbia, Singapore, Spain, South Africa, 
the United States and Venezuela.

Regarding requests for asset freezing and other measures, there are no 
specific regulations regarding these requests in money laundering cases. 
The enforcement of said request shall be subject to the existence of spe-
cific treaties regarding cooperation in criminal cases with the applicable 
country.

Maximiliano D’Auro mdauro@ebv.com.ar 
Lucía Degano ldegano@ebv.com.ar

Edificio República
Tucumán 1, 3rd floor
Buenos Aires
Argentina

Tel: +54 11 4379 6800 / 4700
Fax: +54 11 4379 6860
www.ebv.com.ar

Update and trends

There have been very few convictions of money laundering in 
Argentina.  This notwithstanding, in order to comply with is 
commitment before the FATF undertaken after the last mutual 
evaluation, there have been some enforcement efforts in the past years, 
such as the reform of the Criminal Code in 2011 and the creation in 
2012 of the PROCELAC, a special division of the Public Ministry of 
Prosecutors dedicated to economic crimes and money laundering, 
which in turn has a special area dedicated to the crimes of money 
laundering and terrorism financing.  

As for anti-money laundering, after the last reform in 2011 
(which included new compelled subjects such as trustees), the UIF 
has issued a great number of resolutions regulating the obligations 

of each compelled subject. As well, the UIF (in some cases, acting 
jointly with the applicable regulatory entity, such as the Central Bank, 
Superintendence of Insurance, etc) carries out on a regular basis 
inspections to compelled subjects to verify their compliance with the 
applicable anti-money laundering regulations.

This increase in AML regulations and enforcement has increased 
pressure on companies and financial institutions, which have responded 
by implementing or improving their compliance programmes.  In the 
past few years, it has been noteworthy the increased focus of local 
compelled subjects to their compliance programmes, which in many 
cases have more stringent procedures than those legally required. 
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